**Assessment of eConsent by METC**

The committee assesses the electronic consent process based on this checklist. Please indicate in the right column where this information can be found in the research file. For further information see: [Handreiking elektronische toestemmingsverlening | METC’s | Centrale Commissie Mensgebonden Onderzoek (ccmo.nl)](https://www.ccmo.nl/metcs/documenten-voor-metcs/elektronische-toestemmingsverlening)

|  |  |
| --- | --- |
| 1. **Substantiate why electronic consent is appropriate for the research and the target group. Also indicate the risks, burden and possible benefits of participating in the study.**
 | \* See..(e.g. see research protocol chapter 11.2.1) |
| 1. **Describe and substantiate the (electronic) consent procedure.**
 |  |
| 1. To enable assessment of the electronic consent procedure, provide at least a print screen with version number of the information that the intended subject will see. If possible, share a functioning link to the website/system through which the intended subject gives consent.
 | \* See document / link in... |
| 1. By which electronic means can the subject give consent for the research? (on location / remote)
 | \* See research protocol chapter... |
| 1. How does the subject receive information about the research? ( text / audiovisual / portals / interactive websites)
 | \* See research protocol chapter... |
| 1. Can the test subject also give written consent? How is this facilitated?
 | \* Yes / No, see research protocol chapter... |
| 1. When the subject can give consent electronically is the subject also informed electronically about the research? Yes, agreed. No, why not?
 | \* Yes / No, see research protocol chapter... |
| 1. Can the subject electronically terminate participation in the study? How?
 | \* Yes / No, see research protocol chapter... |
| 1. Can the subject always ask for written information (subject information letter) and/or a preliminary interview with a member of the research team?
 | \* Yes / No, see research protocol chapter... |
| 1. Does the subject receive a digital copy of the IC? How?
 | \* Yes / No, see research protocol chapter... |
| 1. **Is the electronic consent process sufficiently reliable and confidential?**
 |  |
| 1. How does the information exchange take place and in which digital environment?
 | \* see research protocol chapter... |
| 1. How is the identity of the data subjects established?
 | \* see research protocol chapter... |
| 1. Is it guaranteed that the electronic signature cannot be changed? How?
 | \* Yes, see research protocol chapter... |
| 1. Is the information provided and the electronic consent linked in a way that it is clear on which information the consent was based and granted? How?
 | \* Yes / No, see research protocol chapter... |
| 1. Are all actions related to the electronic signature recorded and where is the audit trail kept and how is it audited? How?
 | \* Yes, see research protocol chapter... |
| 1. Has it been ensured that the time - at least the date - of signing is known? How?
 | \* Yes, see research protocol chapter... |
| 1. Has it been ensured that the IT provider does not have access to personal data of the test subject, other than strictly necessary for performance of their work? How?
 | \* Yes, see research protocol chapter... |
| 1. Has it been ensured that the sponsor does not have access to personal data and persons who have to check the rights and well-being of the research subjects and the quality of the data on basis of legal requirements (for example a monitor or auditor) will be able to have access? How?
 | \* Yes, see research protocol chapter... |
| 1. A statement is included stating that the electronic system used for providing information and granting consent complies with the applicable laws and regulations, such as the WMO, GDPR, UAVG and other laws and regulations. (provided by for example, the seller of the electronic system used or the data protection officer of the same company)
 | \* Yes see.. (e.g. See K6 other declaration documents) |
| 1. Is a contract enclosed in which the agreements between provider/software supplier and researcher/provider are laid down and which also clearly states who the controller is in this regard?
 | \* Yes see.. (e.g. See K6 other CISO declaration documents) |